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5. 
eSafety Commissioner, including an option to establish ongoing funding. The Cabinet decided to include
$39.4 million in additional funding for eSafety over three years, which is sufficient funding to meet the 
increased demand for resources and supp01i, and to fulfil its regulatory functions. This includes funding to 
continue the eSafety Women initiative and to maintain additional funding levels for the Fourth Action Plan 
of the National Plan to Reduce Violence against Women and their Children through to 2022-23.  
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Prior to the 2020-21 Budget, the Depatiment developed a number of funding proposals for the

Financial Implications: NIA 

Background/Issues: NIA 

Communication/Media Activities: NIA 

Consultation: NIA 

Attachments: 
Attachment A: Talking Points 
Attachment B: eSafety Supplementary Response to Questions on Notice 
Attachment C: 17 November Public hearing transcript 

Contact Office
Position: Policy Officer 
Branch: Digital Platforms & Online Safety 
Phone/Mobile: 

Instructions for MAPS: Nil 

Responsible Adviser

Cleared by
Position: A/g Assistant Secretary 
Branch: Digital Platforms & Online Safety 
Phone/Mobile: 02 6271 1429 

Distribution CC List: Simon Atkinson, Richard Windeyer, Pauline Sullivan, Bridget Gannon, ,  

MS20-000953 2 

PROTECTED:CABINET 

s 47C

s
 

s 47F

s 47F

s 47F

s 47F

s 47F

s 47F
s 47F s 47F

s 47C



PROTECTED:CABINET 

Additional information:

3 

PROTECTED:CABINET 

s 22



PROTECTED:CABINET 

MS20-000953 4 

PROTECTED:CABINET 

s 22







Amtrulhm Gowrnmtnl 

J .�· eSafetyCommissioner 

1 0 December 2020 

Mr Andrew Wallace MP 
Chair 
House of Representatives Standing Committee on Social Policy and Legal Affairs 
PO Box 6021 
Parliament House Canberra 2600 

Via email: family.violence.reps@aph.gov.au 

Dear Mr Wallace 

RE: Supplementary response to questions on notice from Standing Committee on Social 

Policy and Legal Affairs inquiry into family, domestic and sexual violence 

Thank you for the opportunity to appear before the Committee for a second time to discuss the 
important issue of technology-facilitated abuse and the harms that are occurring online against. 
women and children in domestic and family violence situations. 

I am providing supplementary information in response to your invitation to eSafety during the 17 
November 2020 public hearing to make further suggestions for the government to consider 
concerning additional powers or functions that would add to eSafety's impact and effectiveness. 

I note that this information should be considered as an adjunct to the more comprehensive written 
submission, dated 24 July 2020, which eSafety has presented to the inquiry, as well as testimony 
offered during the course of the inquiry's public hearings. 

Please find below additional detail to support our earlier recommendations, which would enable 
eSafety to address the broad range of risks concerning technology-facilitated abuse and image­
based abuse. As new powers, programs and functions, these recommendations would be subject 
to further resourcing requirements. 

Regarding additional regulatory powers, eSafety notes that the Australian Government has 
announced its intention to introduce a new Online. Safety Act. 

This would create a new adult cyber abuse scheme to enable eSafety to compel the takedown of 
seriously harmful material posted online targeting an Australian adult. 

eSafety has been working closely with the Department of Infrastructure, Transport, Regional 
Development and Communications to ensure we have the powers and tools we need to facilitate 
quick take down of harmful material, as well as take action against those posting harmful material 
so that harm is minimised. 
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eSafety's remit 

As Australia's independent regulator for online safety, the eSafety Commissioner (eSafety) 
currently has a broad range of powers and functions. This includes investigating 
complaints, conducting research and undertaking education, training and awareness 
raising to address online harms and build digital safety, skills and resilience across 
Australia. 

Importantly, eSafety has the scope and scale to work across government and with 
industry, non-government organisations and the community. 

eSafety is therefore uniquely placed to drive online safety efforts to protect women and 
children online. 

In the context of this inquiry, it is important to be aware that eSafety's takedown powers for 
cyberbullying currently only apply to the targeting of children under 18. 

The Australian Government's proposed new Online Safety Act would strengthen eSafety's 
regulatory arm, enabling eSafety to assist women suffering serious harm online and 
compel greater transparency from platforms on their safety protections and assistance to 
users. Of particular note is the adult cyber abuse scheme, which proposes to include the 
mandatory takedown of serious online abuse experienced as part of domestic and family 
violence. 

eSafety welcomes the increased powers and functions proposed. 

Challenges and recommendations 

There is a continuing lack of understanding among some sectors that technology­
facilitated abuse (TFA) causes real, enduring harm. The physical, psychological, 
emotional, financial and sexual manifestations of family and domestic violence and abuse 
are huge. While it may not leave physical marks, the damage can be extensive and may 
also serve as a red flag for future potentially serious physical harm. 

eSafety made 10 primary recommendations in its written submission to the inquiry, with a 
particular focus on supporting at-risk cohorts, behaviour change initiatives, technical 
upskilling to combat TFA and broader capacity building, including internationally. eSafety 
reiterates the importance of these recommendations as part of a suite of measures, which 
should also include those outlined below. 

1. Continuation of the eSafetyWomen program

Launched in 2016 with funding under the Women's Safety Package, eSafetyWomen aims 
to empower all Australian women to manage technology risks and abuse. It has expanded 
since 2016, as the demand for its services grows. 

The eSafety Women program is currently funded under two sources: an allocation from the 
Fourth Action Plan and budget appropriation, neither of which have ongoing funding. As a 
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PROTECTED CABINET 

5. The draft letter at Attachment A asks that in addition to fulfilling its current statutory functions and 
the anticipated functions under a proposed new Online Safety Act, eSafety also:

a. complete research and develop a robust framework to assess filtering solutions that could 
reduce the level of harm presented by public WiFi services;

b. develop a comprehensive roadmap for a mandatory age verification regime for online 
pornography in Australia, setting a deadline of December 2022 for this work; and

c. deliver updated guidance around online safety products and technologies for Australian 
families.

Financial Implications: As above. 

Background/Issues: 
8. The Digital Platforms and Online Safety Branch continues to progress the Online Safety Reform
package, including working with eSafety, Australian Communications and Media Authority, the Department
of Finance and other stakeholders on eSafety's governance. We will brief you as work progresses.

Communication/Media Activities: NIA 

Consultation: NIA 

Attachments: 
Attachment A: Letter to Ms Inman Grant noting the Budget outcome 

Contact Officer: 
Position: 
Branch: 
Phone/Mobile: 

Director 
Governance and Engagement 

Instructions for MAPS: Nil 

Responsible Adviser:

Cleared by: 
Position: 
Branch 
Phone/Mobile: 

Bridget Gannon 
Assistant Secretary 
Digital Platforms & Online Safety 
02 6271 7079 /

Distribution CC List: Simon Atkinson, Richard Windeyer, Pauline Sullivan, Bridget Gannon,
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MB20-000359 3 

PROTECTED Sensitive: Cabinet 

s34(3)



s 22





Document 15 

s34(3)

s34(3)

s47C
s47C



s 22

s 22

s 47F

s 47F s 47F



s34(3)

s 22

s 22

s47C





Document 16 

s34(3)

s47C
s47C



s47C

s 47C

s 22

s 22

s 47F

s 47Fs 47F

s22

s 47F



s 22

s 47C

s 34(3)





Document 17 

s34(3)

s 47C

s47C



PROTECTED: Sensitive Cabinet 

Online safety legislative reform 

Contact Officer:  
Position: A/g Director 
Branch: Digital Platforms & Online Safety 
Phone  

MB20-000155 

Cleared by: Bridget Gannon 
Position: A/g Assistant Secretary 
Branch: Digital Platforms & Online Safety 
Phone/Mobile: 02 6271 7079 /  

PROTECTED: Sensitive Cabinet 

2 

Online Harms Working Group 
10.  eSafety hosted a meeting to explore online harms on 29 April with key industry, government, non­ 
government and academic stakeholders. Participants discussed defining and setting parameters on what 
constitutes 'seriously harmful material'. Industry participants included Google, Facebook, Optus, DIGI and 
the Communications Alliance. The Depaiiment and eSafety will use the information gained during the 
meeting to inform the development of the Government's online safety reforms. 

Department Funding: 
11. See Attachment B for Online Safety Research Program funding.

Sensitivities: 
12. Refer to points 4 and 5 above.

Consultation: 
13. NIA

Background: 
14. NIA

Attachments: 
Attachment A: Meeting Agenda 
Attachment B: Online Safety Research Program funding 
Attachment C: Biographies 
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TALKING POINTS 

COVID-19 Online Safety Response Measures 

• Your Office has demonstrated resilience and flexibility in responding to the increase in demand for

eSafety' s services during the COVID-19 crisis.

• I appreciate the significant demands on eSafety's investigative teams·and resources and the need to

boost eSafety's capacity to respond to this demand.

• I thank your Office for its close collaboration with the Department in progressing the proposal to

Cabinet on the COVID-19 Online Safety Response Measures, especially on options for cost

adjustments.

• Despite the difficult fiscal environment, I am committed to ensuring that eSafety is equipped to

perform its role during the COVID-19 crisis and beyond.

• I am interested in hearing the mitigation options that eSafety might consider in the situation of

resource funding not being able to be secured immediately.

Online Harms Working Group 

• I hear that eSafety held a meeting to explore online harms with key industry, government, non­

government and academic stakeholders last week.

• I recommend continued engagement with these stakeholders as we progress the online safety

legislative reforms.
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OFFICIAL  

Meeting Brief
MB20-000035

To: Minister for Communications, Cyber Safety and the Arts, the Hon Paul Fletcher MP 
(for information)

Subject: Regular Meeting with Julie Inman Grant, eSafety Commissioner, 31 January 2020.

Recommendation for Minister Fletcher: That you

1. Note the information contained in this Brief.

Minister's signature:………………………………..

Noted / Please Discuss

Date:…../……/ 2020

Minister’s Comments Quality Rating

1. Very Poor
2. Poor
3. Satisfactory
4. Good
5. Excellent

Purpose of Meeting:
1. You are meeting with the eSafety Commissioner at 2pm on 31 January for your regular monthly
meeting.

3. International Engagement – the eSafety Commissioner was invited by Microsoft to participate in an
online grooming event in early January in the UK, co-hosted by WePROTECT and the UK Home Office.
The event aimed to also launch an anti-grooming algorithm to be adopted across the tech industry. You may
wish to ask the Commissioner about the outcomes.
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Department Funding: 
6. See Attachment A for details on online safety funding arrangements.

Consultation: N/A

Attached Biographical Details: N/A

Attachments: 
Attachment A: Online Safety Funding Arrangements

Contact Officer:  
Position: A/g Assistant Secretary
Branch: Digital Platforms & Online Safety
Phone/Mobile:

Cleared by:
Position: A/g Assistant Secretary
Branch Digital Platforms & Online Safety
Phone/Mobile:
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TALKING POINTS 

Industry Forum
 Thank you for your valuable contribution to this morning’s discussion with industry on the online safety

legislative reform proposals and election commitments.
 I’m interested to hear your thoughts on the issues you expect industry will raise at the upcoming forum

on 17 February with digital platforms and game developers.

Other issues
 I am also interested in hearing more about your recent visit to the UK.
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Attachment A
Online Safety Funding Arrangements

eSafety Commissioner – specific funding (newest to oldest)

Program Source Funding

NGO Grants Program Comms portfolio 
(2019-20 Budget)

 $9.957 million over four years (2019-20
to 2022-23), comprising a $2.25 million
grant allocation for each year

Fourth Action Plan to reduce 
violence against women and their 
children 
 Women with intellectual

disabilities
 Aboriginal and Torres Strait

Islanders

Comms portfolio
(2019-20 Budget)

 $4 million over three years (2019-20 to
2021-22), comprising:

 $1.520 million over three years

 $2.513 million over three years

Third Action Plan to reduce 
violence against women and their 
children 
 IBA Portal
 Technology trials

Social Services 
portfolio
(2016-17 Budget)

 $4.8 million over the period 2016-17 to
2018-19 for IBA Portal

 $1.05 million in total over two years
(2018-19 to 2019-20) for tech trials

Early Years Online Safety 
Program

Comms portfolio
(2018-19 MYEFO)

 $2.484 million over two years

Be Connected Social Services 
portfolio
(2017-18 Budget)

 $16.9 million from 2017-18 to 2019-20
 One year extension $9.3 agreed to

2021, with a comeback on a further
extension in the context of the budget
process.

National Schools Chaplaincy 
Program 

Education portfolio   $320,000 (July 2019 – Dec 2020).

eSafety Women Comms portfolio
(2018-19 Budget)

 $1.2 million over the period 2018-19 to
2021-22

Cyberbullying and cyber abuse Comms portfolio
(2018-19 Budget)

 $1.7 million over the period 2018-19 to
2021-22

Online Safety Education (training 
of certified providers)

Comms portfolio
(2018-19 Budget)

 $1.2 million over period 2018-19 to
2021-22

Image-based abuse Comms portfolio  $4.0 million over period 2018-19 to
2021-22

IT infrastructure Comms portfolio
(2018-19 Budget)

 $6.0 million

eSafety Women PM&C portfolio 
(2015-16 Budget)

 $2.1 million over three years from
2015-16 to 2017-18

Online safety education 
programs

Treasury portfolio
(2015-16 Budget)

 $7.5 million over the period 2015-16 to
2019-20)
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eSafety Commissioner – total funding 
Budgeted Expense as per 2019-20 PBS 2019-20 2020-21 2021-22 2022-23 Total

Office of the eSafety Commissioner $'000 $'000 $'000 $'000 $'000

Departmental 17,341 15,115 15,028 13,920 61,404 

Administered (a) 7,749 7,749 7,754 7,668 30,920 

Total Expenses 25,090 22,864 22,782 21,588 92,324 

Source: 2019-20 Portfolio Budget Statement table 2.1.1 Budgeted expenses for Outcome 1 page 98;
(a)  Administered items include funding for the Digital Literacy for Older Australians

Department of Communications and the Arts 

Keeping Our Children Safe Online Package ($17 million)

2018-19

$’000

2019-20

$’000

2020-21

$’000

2021-22

$’000

2022-23

$’000

Total

$’000

Administered

Online Safety Campaign - 
Administered

8,960 0 0 0 0 8,960

Departmental 

Online Safety Campaign – 
Departmental 

410 0 0 0 0 410

Online Safety Research 
Program

789 864 822 827 478 3,780

Enhanced Regulation for 
Online Safety 

352 865 0 0 0 1,217

Total Departmental 1,551 1729 822 827 478 5,407
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